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11:00 11:15
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NEREUS Fifth Intensive Course, Kingston, UK, (01-05 April, 2019)

End-of-Day15:45 16:00

14:00 15:45

Introduction to 

secure and 

trustworthy 

communications

Secure and 

trustworthy 

communications in 

4G+/5G networks 

and services

Low computational 

intensity 

cryptographic 

algorithms

Data confidentiality, 

integrity and 

authentication based 

on key management 

techniques

Lab. On network and 

service 

security/privacy

Lab. On 

cryptographic 

algorithms

12:4511:15

9:30 11:00
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13:00 14:00

Homomorphic 

encryption 

Virtualised security 

appliances and 

"Bringing Your Own 

Device” (BYOD) 

scenario

Low energy security 

algorithms and 

protocols for intra-

cluster media 

delivery

video sources
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u

d
e

n
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e

p
ar

tu
re

15 minutes Short Break

Lunch Break

Written Exams & 

Evaluation of 

NEREUS

Tutorial:Tutorial:

Tools for secure 

media delivery 

within autonomous 

and interdomain 

cloud environments, 

privacy and integrity

Content adaptation 

mechanisms and 

“data scrabbling” for 

UHD/3D streams 

(MMT based)

Secure service 

discovery and QoE-

enabled delivery, 

including virtualised 

home-gateways 


